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THE WIRECO CODE OF CONDUCT

01 Be honest, fair and trustworthy in all of our WireCo activities
and relationships.

02 Obey applicable laws and regulations governing our business
worldwide.

Fulfill your obligation to be the Voice of Integrity and promptly
03 report any concerns you have about compliance with law,
WireCo policy or this Code.

Simple compliance is more effective compliance. Effective

04 compliance is a competitive advantage. We will work to run the
Company in as competitive a way as possible — with speed,
accountability and compliance.




WHO SHOULD FOLLOW
THIS CODE

WireCo employees working with third parties v, About This Code
such as consultants, agents, sales representatives,

distributors and independent contracts must: This Code covers a wide range of

business practices and procedures.
While it does not cover every issue
that may arise, it sets out our basic
THIS INCLUDES >> principles of ethics and business

. conduct. All of our directors, officers
and employees must conduct
themselves accordingly and seek to
¢ Subsidiaries and controlled affiliates. avoid even the appearance of
improper behavior.

*  WireCo directors, officers and employees.

Go to WireCo’'s Employee Portal for

detailed policy information and
additional resources to help you.




WHAT EMPLOYEES

MUST DO

BE KNOWLEDGEABLE

Gain a basic understanding of this Code.

Learn the details of the Code that is relevant to
your individual job responsibilities.

Learn about your detailed business and regional
policies and procedures and understand how to
apply them to your job.

If a law conflicts with a requirement in this Code
or our policies, you must comply with the law;
however, if a local custom or policy conflicts with
this Code or our policies, you must comply with
our policies. Consult with your manager and
WireCo legal if you encounter a conflict between
this Code, our policy, and local laws, customs or
practices.

BE AWARE

Stay attuned to and communicate developments
in your area or industry that might impact
WireCo's compliance with laws and regulations or
reputation in the marketplace.

Understand WireCo may review, audit, monitor,
intercept, access and disclose information
processed or stored on WireCo equipment and
technology, or on personally-owned devices
which are permitted WireCo network access.

Company equipment should not be used for non-
Company business, though incidental personal
use may be permitted.

BE COMMITTED

Promptly raise any concerns about potential
violations of law or WireCo policy.

Cooperate fully and honestly in WireCo
investigations related to integrity concerns. In the
case of a violation of law, civil and/or criminal
penalties may be imposed by a governmental
agency or a court.

THE COST OF NONCOMPLIANCE

Employees and leaders who do not fulfill their
integrity responsibilities face disciplinary action
up to and including the termination of their
employment. The following examples of conduct
can result in disciplinary action.

EXAMPLES>>

« Violating law or WireCo policy or requesting
that others do the same.

* Retaliating against another employee for
reporting an integrity concern.

* Failing to promptly report a known or
suspected violation of this Code or WireCo's
policies.

» Failing to fully and honestly cooperate in
WireCo investigations of possible policy
violations.

* Failing as a leader to diligently ensure
compliance with WireCo's integrity principles,
policies and law.
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WHAT LEADERS

MUST DO

WireCo holds its leaders
accountable for creating a
culture of compliance in which
employees understand their
responsibilities and feel
comfortable raising concerns
without fear of retaliation.
Leaders' responsibilities span
prevention, detection and

response to compliance issues.

PREVENT>>

Personally set the example for integrity, not just
through words, but more importantly, through
actions.

Ensure employees understand that business
results are never more important than ethical
conduct and compliance with WireCo policies.

Create an open environment in which every
employee feels comfortable raising concerns.

Communicate the importance of compliance with
sincerity and conviction at every appropriate
opportunity.

Commit adequate resources to your business’s
compliance program.

DETECT>>

Lead compliance processes along with the audit
and legal teams.

Conduct periodic compliance reviews with the
assistance of business compliance leaders and/or
the Internal Audit team.

Implement control measures such as

“*dashboards” and “scorecards” to detect
heightened compliance risks and violations.

RESPOND>>

Document and escalate any employee’s expressed
concern through the appropriate channels.

Take prompt corrective action to address identified
compliance weaknesses.

Take appropriate disciplinary action for non-
conformance.

Integrate employees’ integrity contribution into
evaluations and recognition and reward programes.
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BE THE VOICE (] Raise a concern

OF INTEGRITY

The WireCo EthicsPoint system allows
you to voice your integrity questions and
concerns, anonymously if you prefer.

Call the toll-free number:

= U.S. - 800-371-2173

= Australia - 1-800-551-155 (Optus) or 1-800-881-011
(Telstra) / Then dial: 844-287-1890
Brazil - 0800-892-0644
China - 108-888 / Then dial 844-287-1890
Denmark - 800-100-10 / Then dial 844-287-1890
France - 0800-90-2876

. Germany — 0-800-225-5288 /

Then dial 844-287-1890
Mexico - 800-288-2872 / Then dial 844-287-1890

. Netherlands - 0800-022-9111 /
Then dial 844-287-1890
o Poland - 00-800-151-0065

Portugal - 800-800-128 / Then dial 844-287-1890
Russia — 363-2400 / Then dial 844-287-1890
Spain — 900-99-0011/ Then dial 844-287-1890
HOW WE HANDLE INTEGRITY CONCERNS>> United Arab Emirates - 8000-021/
Then dial 844-287-1890
United Kingdom - 0-800-89-0011 /
Then dial 844-287-1890

Send an email to: wirecolegal@wireco.com

During an investigation process, WireCo: Report online at: https://wireco.ethicspoint.com
HOW TO RAISE AN INTEGRITY CONCERN>> 1. If you prefer to write, address your concerns to:
Legal Department
2. WireCo WorldGroup Inc.

2400 West 75th Street
Prairie Village, Kansas 66208 USA

other resources include:



mailto:wirecolegal@wireco.com
https://wireco.ethicspoint.com/

REGULATORY
EXCELLENCE

*  Know and comply

* Treat regulators professionally,

* Coordinate with business or Corporate
experts

* Be the Voice of Integrity and promptly
escalate any potential issues

Incorporate regulatory requirements

Assign owners to regulatory risk areas

Confirm you and your team have access to
subject matter expertise

Develop strong processes to anticipate risks,

Monitor regulatory compliance

What You Should Know

In every market in which WireCo
operates, WireCo must comply with
an ever-expanding array of laws and
regulations that are often being
enforced more aggressively than
ever before. In some cases, laws

made by one country seek to
regulate activities that take place
outside of that country. This
environment demands that every
employee and leader be committed
to regulatory excellence.




CONFLICTS
OF INTEREST

RULE TO REMEMBER >>

You have a duty to ensure that nothing interferes
with your ability

No activity at work or home

You have a duty to disclose

Misusing WireCo resources or influence is
prohibited.

Obtain prior approval

Disclose

Do not

Do not

While incidental use may be acceptable, do
not

:(): What You Should Know

A potential conflict of interest must be
promptly disclosed to the Company.

Disclosing potential conflicts of interest
allows your manager to mitigate risks
which may influence your business
decisions.

It is almost always a conflict of interest for
a Company employee to work
simultaneously for a competitor, customer
or supplier. You may not work for a
competitor as a consultant or board
member. The best policy is to avoid any
direct or indirect business connection with
our customers, suppliers or competitors,
except on our behalf.

If you are in a position to influence
purchasing or procurement decisions or to
retain outside firms on behalf of the
Company, you must promptly disclose to
your supervisor and to the Legal
Department any relationship of any kind
that you, your immediate family, or
members of your household have with the
Company'’s suppliers or individuals or
entities that are seeking to become
suppliers to the Company.



INTERNATIONAL
TRADE COMPLIANCE

>>
RULE TO REMEMBER What You Should Know

Customs laws regulate the
movement (import and export) of
goods across national borders or

EXPORT CONTROLS>> customs territories, even in the
WireCo will comply with all export control, . absence of a commercial
economic sanctions and customs laws * Follow all business procedures transaction or import duties.
. Sanctions (including embargoes and
’ goIIO\?_/ Know Ygur Customer/Know Your boycotts) can restrict trade in some
upplier: procedures or most goods and services.

Contact the Legal Department if

CUSTOMS >> «  Confirm all necessary licenses or authorizations you are unsure about a transaction.
are in place

* Follow all business procedures

* Do not cooperate with any boycott of Israel or
any other boycott or restrictive trade practice

. Report accurate, complete and ‘Umely not authorized by the U.S. government.
information

*  Only use WireCo-approved Customs agents.




COMPETITION
LAW

General Counsel

Before implementing any of
Every WireCo employee has a responsibility the following:

« Avoid contacts of any kind with competitors

Sale of multiple WireCo products in
“bundles”.

Exclusive arrangements.

Technology licenses that restrict the
freedom of the licensee or licensor.

Price discounts that depend on loyalty or
volume or are offered only to certain

WireCo must never collude with other
companies

« Do not provide, receive or exchange any of the
following types of information with a competitor

_ . customers.
« Do not propose or enter into any agreement . Pricing initiatives.
. Distribujcion or supply arrangements with
competitors.
. Policies concerning access of customers
. and third parties to parts, software and

other inputs for the servicing of WireCo
equipment.

. Any proposed merger, acquisition or joint
venture.

« Do not propose or enter into any agreement
with any other party




IMPROPER
PAYMENTS

RULE TO REMEMBER >> What You Should Know

Bribery means giving, offering or
promising anything of value to gain
an improper business advantage.

WireCo prohibits bribery «  Remember that providing gifts,
entertainment or anything else of value to
government employees

Facilitation payments are small
customary amounts paid to
government employees to expedite

WireCo prohibits even small facilitation rou.tine clerical or aglministrajcive
payments actions such as issuing permits.

* The purpose of business entertainment,

meals and gifts » Follow Corporate and business guidelines

We maintain strong controls aimed at
preventing and detecting bribery.
* Never contribute Company funds or other
WireCo assets for political purposes

We maintain accurate books, records, and

accounts o
« Watch out for commissions

Never offer, promise, make, or authorize
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FAIR EMPLOYMENT

PRACTICES

RULE TO REMEMBER >>

WireCo bases employment decisions on job
qualifications and merit

Employment decisions should also be made
without considering

We respect human rights

WireCo will comply with all laws

You may not refuse to work or cooperate

Create a work environment free from
harassment

Never make an unwelcome sexual advance

Never disclose employment data

Consult with your manager and the legal
department

What You Should Know

WireCo absolutely prohibits taking
adverse action against an employee
because they have raised a concern
about a violation of policy or law.

Go to WireCo’'s Employee Portal for
detailed policy information and
resources to help you.




ENVIRONMENT,
HEALTH & SAFETY

RULE TO REMEMBER >> Be the voice of integrity

Eliminating or guarding against
hazards starts with identifying them.
You must alert supervisors or EHS
leaders if you are aware of hazards

WireCo strictly complies with all environmental, « Understand and comply with all the EHS or standards that are being ignored
health, and safety (EHS) laws policies or hidden.
Red flags include:
We develop and follow safe work Failure to obtain or comply with
regulatory permits.
*+  Implement WireCo management tools and Deviations from written work

We install, maintain, and monitor . . ..
! ' processes practices — even if these deviations

have become “routine”.

Lapses in security or emergency
preparedness.

Inadequately maintained tools or
equipment.

. f . . Missing machine guards or faulty
« Question unsafe or improper operations, protective equipment.

. . * Follow Corporate and business policies
We assess the EHS risks of any new activity, P P

Our EHS principles apply to everything we do
Unsafe driving.

Failure to use lock-out, tag-out
procedures or fall protection.




RECORDKEEPING &

C] Be the voice of integrity

Raise a concern if you become aware of
actions, transactions, accounting or
reporting that are inconsistent with our

RULE TO REMEMBER >>

WireCo accounting and reporting will faithfully
reflect the economic substance of the
Company's business activities,

We will prepare timely, accurate and complete
financial information

We will ensure that management decisions are
based on sound economic analysis

We will comply

controllership values and the protection
of WireCo's reputation.

Red flags include:

« Financial results that seem
inconsistent with underlying
performance.

Maintain effective processes and internal Circumventing review and approval
controls procedures.
Incomplete or misleading
communications about the substance
or reporting of a transaction.

Protect
« Never engage in inappropriate transactions,

Maintain complete, accurate and timely
records

Create documents that are factual, accurate

and complete, .
¢ Do not attempt to interfere

Avoid transactions that diminish share-owner
value




SECURING WIRECO
OPERATIONS GLOBALLY

RULE TO REMEMBER >> C] Be the voice of integrity

Involve WireCo site management if
you encounter security concerns (for
«  Comply with WireCo travel policies. Make travel example, thefts, assaults, missing
We implement contingency and emergency arrangements through the WireCo travel employees or data loss). Report
response plans websites. these eygnts, or any other unusual
or suspicious activity, to your
manager or site leadership.

+ Create and maintain a safe working
environment.

*  Employees should report to work in condition to

C . perform their duties
« Maintain situational awareness.

. * Observe global immigration rules
+ Follow all entry/exit procedures. 9 J

* Be an active participant

« Conduct rigorous background checks




INTELLECTUAL
PROPERTY

RULE TO REMEMBER >>

WireCo aggressively protects its intellectual
property (IP)

WireCo respects valid IP rights

WireCo must own the IP created by its
employees

» Classify, label, store and share all WireCo data,

information and documents

* Only use or distribute WireCo proprietary
information for the benefit of WireCo,

Do not take, access, provide access to, or use any
of WireCo's proprietary information or other IP

Do not bring, access, keep, share or use a third
party's proprietary information,

Do not provide WireCo's proprietary information
to a third party without the proper internal
approval

Do not use any source code or software from a
third party

WireCo’'s name, logos, brands, patents,
copyrights and trademarks

E What You Should Know

IP is among WireCo's most valuable assets.

Every employee creates, uses, accesses or
has access to IP
every day.

IP includes patents, trade secrets,
trademarks, copyrights and designs and
helps protect WireCo’s inventions,
manufacturing processes, brands, business
plans, marketing documents and graphics,
software, product shapes, proprietary
information and many other things.

Proprietary information is information that
is undisclosed, for example, not publicly
known or generally available, and that is
held in confidence.

Consult with your manager, HR or general
counsel if you have any questions
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WORKING WITH
GOVERNMENTS

RULE TO REMEMBER >> @ Be Aware

Government Employee and
Government Official mean an

* Before submitting a proposal to a government, employee, official, or an elected or
appointed member of an executive,
legislative, or administrative body of a
federal, national, state/provincial, or
local government from any country.

* Do not accept internal government information This includes an employee of any
public agency/department, state
instrumentality, or State-owned or -
controlled enterprise. Outside the U.S,,

employees of public international
We must be truthful and accurate organization, candidates for elective

« After award, perform all contract obligations office, political party officials, family
strictly members of government employees,

and members of a royal family ay also
be considered Government Officials.

WireCo follows the highest ethical standards

WireCo commits to comply

We maintain controls and procedures

State-owned or —controlled enterprises
may include, for example, hospitals, oil
companies, public utilities, railroads,

. .. . . airlines, TV stations, public universities,
« Government business is different — do not * Do not offer, promise, make or authorize the sovereign wealth funds, central banks,

pursue government business giving of anything of value and pension funds.




SUPPLIER

RELATIONSHIPS

RULE TO REMEMBER >>

WireCo relationships with suppliers

WireCo provides suppliers a fair opportunity

WireCo only does business with suppliers

WireCo, as a business enterprise, promotes

WireCo safeguards information,

Follow the procedures

Protect WireCo's confidential and proprietary
information

Avoid potential conflicts of interest

Follow government acquisition regulations

If you observe a suspected human rights
violation

ALY

What You Should Know

WireCo's reputation for integrity can

be significantly affected by those
whom we select to act as our
suppliers.




ANTI-MONEY
LAUNDERING

RULE TO REMEMBER >>

WireCo is committed to complying

WireCo conducts business only with customers

We adhere to risk-based “Know Your Customer”
WireCo has controls

We recognize anti-money laundering risks
introduced by third party and business partner
relationships

Collect and understand documentation about
prospective customers,

Follow your Know Your Customer procedures

Follow your business rules concerning
acceptable forms of payment.

Be alert and escalate

What You Should Know

Money laundering is the process of
hiding the proceeds of crime or
making the source appear
legitimate.

The term “Customer” applies to any
party contracted to obtain goodes,
services, credit or who opens an
account with WireCo.




CYBER SECURITY &
PRIVACY O e

information relating to a directly or
RULE TO REMEMBER >> indirectly identifiable person (or in

some cases, a company); examples

include name, address, email,

. . phone, national identifier and
*  Prevent unauthorized access, accidental loss, credit card number

disclosure or destruction of WireCo information.

« Use only WireCo-approved systems and tools ﬁ:i%ggtk;egasneﬁ:ggeﬁ i':]rg/?]%ym ber
of ways. Report any risks or
incidents to your manager or site
leadership.

WireCo respects individual privacy rights.

WireCo may transfer Personal Information S SeeellEE TS GrTER G R

globally, . .
including lost laptops and other

WireCo seeks to protect computing equipment.
Loss, misuse or improper access to
data.
Security issues involving a WireCo

*  When posting information online, product or system.

« Limit access to WireCo information to * Secure physical copies

authorized individuals
+ Use strong passwords;

*  Know the signs of phishing
* Consult with your manager




KEY QUESTIONS

OF INTEGRITY

This Code is not a substitute for your good judgment, and it
cannot cover every conceivable situation. You should be alert to
signs that you or your colleagues are in an integrity gray area and
ask yourself three simple questions if you have any doubts about

what you should do.

o1 >> 02 >>

How would this Am | willing to be
decision look to held accountable
others within for this decision?
WireCo and

externally?

Remember:

Act if you see an issue.
Ask if you're not sure.

03 >>

Is this consistent
with WireCo's
Code of Conduct?
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